
1 

© by Karla Mihai. This article is licensed under a Creative Commons Attribution 4.0 International License. You should have received a copy of 
the license along with this work. If not, see https://creativecommons.org/licenses/by/4.0/ 

LETTER TO THE EDITORS 

MIHAI, KARLA  
Computing Science, College of Science and Engineering 

Dear X, 

In this digital chess game, let’s make sure the next move is ours. 

When I undertook my internship in cybersecurity this summer, I noticed how the introduction of new 
dangers necessitated the development of novel solutions and cutting-edge technologies. Cybercrime and 
cyber-attacks were far more prevalent than I previously anticipated because the rapid evolution of 
software and technology has progressed, particularly in the field of Artificial Intelligence (AI). However, 
development comes with new challenges. The landscape is defined by the growing integration of AI into 
businesses, which generates new opportunities while also exposing flaws. Cybersecurity is being tested 
as hackers target early flaws in AI systems, focusing on their complex and still-developing frameworks. 
This dynamic highlights the need for robust defences in order to safeguard the technologies that will shape 
our future. 

So, let us turn the tide and strengthen our defences. Emerging technologies such as decentralised AI, 
quantum-resistant cryptography, and biometric authentication provide hope for a more secure future. We 
can stay ahead of potential attacks by investing in robust AI research and implementing advanced 
cybersecurity solutions. Picture this: what if our AI systems could not only detect malicious behaviour but 
also outwit hackers in real time? Consider an AI-driven cybersecurity scenario in which threats are 
neutralised before they occur. 

As I navigated the complex web of AI, I saw that we must handle the negative aspects of its impact on the 
media and public images. Manipulated media and misinformation pose challenges, but solutions like 
blockchain-based verification use secure records to ensure content authenticity. These new types of 
technologies can help re-establish trust in the veracity of information.  

Let's not disregard these issues as just science fiction; they demand our attention. By fostering 
collaboration among IT experts, governments, and the public, we can create a future in which technology 
is both transformational and secure. 

 


